COSI E
(SE VI PARE)

DUE ANNI, DUE FESTIVAL: 45 ISTITUTI
SCOLASTICI VISITATI, MIGLIAIA DI BAMBINE E
BAMBINI INCONTRATI, 1078 QUESTIONARI
RACCOLTI, UN CAMPIONE CONSIDEREVOLE DI
DATI ANALIZZATI. IL DOSSIER DI SAFENET SUL
RAPPORTO TRA GIOVANI E WEB NEL SALENTO.

“Quanti di voi hanno TikTok?” le mani si alzano,
I'orgoglio non si contiene.
“Quanti di voi hanno 13 anni?” || silenzio calg,
le difese si alzano.
Lo maggior parte sa che & quella I'etr minima prevista
per accedere al social e con estrema genuinita
confessa: “é facile eludere, basta aggiungersi
qualche anno in piv”.
lo presenza digitale dei minori & in crescita: & un
segnale che ci deve tenere in allerta.
A che efd iniziano i bambini a utilizzare i dispositivi
digitali¢ Quanto tempo trascorrono online? Che tipo di
contenuti vedono? Quanto impattano nelle loro vite?

|
E soprattutto, quale vuoto stanno colmando? Abbiamo
deciso di rispondere a queste domande in un report
che delinea un quadro esaustivo del rapporto fra
giovani e web, analizzando anche il grado di
consapevolezza degli adulti.

frascorsi mesi dalla seconda edizione di
SafeNet Fest — il festival sull’educazione digitale in
Italia —e due anni da quando abbiamo awviato |l
progetto. |'

Sono

Un lasso di tempo considerevole, che ci ha visto
presenti nelle aule dei tanti istituti scolastici salentini che

ci hanno ospitato. ['J
Abbiamo incontrato miglicia di bambine, bambini,
ragazzi e ragazze. Ascoltato miglicia di storie.

)
Incrociato guardi schivi e ricevuto abbracci inattesi.
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E stato uno scambio: noi abbiamo portato
ascolto, loro ci hanno dato fiducia.

Per rendere ancor piv utile questo scambio e il
nostro lavoro, abbiamo raccolto, tramite
questionari anonimi, i dati di un campione di
078 bambine e bambini, frequentanti le
scuole primarie del Salento, per un'etd
compresa frai 6 e gli 11 anni.

—

| questionari, somministrati al termine degli
incontri — dopo le delucidazioni offerte sui vari
temi affrontati in aula - prevedevano 10
semplici domande dirette.

L'intento era duplice: da un lato comprendere i
comportamenti digitali dei piv piccoli, dall'altro
offrire spunti utili per promuovere un uso
consapevole e sicuro del digitale.
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IL
CELLU-
LARE
NON E
UN
BABY-
SITTER

Siamo ancora impreparati di fronte ai bisogni e ai
disagi dei nostri figli. Puntualmente, ci imbattiamo in
situazioni incresciose, complesse, delicate. Importanti.
Urgenti.

Diefro a ogni abuso di tecnologia, ¢’é un adulto che
delega la sua responsabilita di genitore-educatore.

SAFE
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Scomoda veritt, dedotta dal fatto che

1’85% del campione
analizzato possiede
un cellulare gia a 11
anni e il 13% lo usa
da quando ne aveva
6 anni.

Si tratta di una giovane fetta probabilmente gia
incline allo sviluppo di una nuova fobia che
alcuni chiamano sindrome da hand-phone, ossia
sindrome da telefono in mano.

Bambini, bambine, ragazzi e ragazze, dai 6 agli
11 anni che non possono piv fare a meno di un
cellulare: lo cercano avidamente, come si cerca
una sosfanza da cui si & dipendenti. Si, & una
forma di dipendenza, senza si va in asfinenza.

E per questo che i pediatri consigliano di non
awicinarli a un cellulare prima dei due anni, di
limitare il tempo di utilizzo a un'ora fino ai cinque
e di raddoppiarlo solo inforno agli otto.

la tecnologia non deve tenerli impegnati, né
sosfituirsi alla presenza di un adulto, se per
crescere hanno, invece, bisogno di interazioni,
abbracci e aftenzioni. Reali, non digitali.

| device sono un canto delle sirene e i primi a
caderne vittime siamo noi adulti. D'altronde, i
piccoli sono l'esempio che osservano a casa. E
sono fatti di curiosita. Non possiamo pensare di
educare e di confinuare a essere genitori credibili
stando davanti a un cellulare.

Serve conoscere, comprendere e aprirsi Qi loro
inferessi, per capire cosa focdlizza la loro
attenzione. Dobbiamo sintonizzarci sulle loro
frequenze, se vogliamo che abbiano un rapporto
sano con i device tecnologici.

Se restiamo un punto di riferimento, diventiamo un
esempio da seguire.



UNA
NORMALITA
SPETTACOLARIZZATA

I web non dimentica: utto quello
che pubblichiomo non si cancellq,
resta i nello spazio celeste per
lunghissimi  anni, anche quando
saremo  persone  diverse  che
vorrebbero non aver mai condiviso
parte della loro storia.

Siamo noi a dare l'imprinting digitale
ai nostri figli e loro crescono
mettendosi in posa: la loro vila &
scattata e ripresa per essere messa in
vetrina.

E un'abitudine degli adulti, un gioco
divertente e innocuo per i pit piccoli.
Enframbi fatti senza nessun grado di
consapevolezza. Lo facciamo perché
lo fanno futti e perché vogliomo
apparire, essere riconosciuti e presi
come modello da imitare. Anche
come figure genitoriali. Replichiamo
per non essere diversi. E un
meccanismo che porta con sé un
messaggio  sbagliato:  cercare
consenso e approvazione nell‘aliro
(che poi & esattamente il meccanismo
alla base dei social) "perché l'idea
che lalro ha su di me & piv
importante di quello che penso i0”.

Tutto questo  significa mettere la
propria serenitd in un'alra mano,
significa vivere di  gratificazione
istantanea e trovare in un like la tanto
ambita felicita.

Lo viviamo noi adulti e il rischio & che passi
anche ai nostri figli. Non a caso '84% del
campione preso in esame ha gid un account
social:

il 48% un account
TikTok, il 37% un
account Instagram,

il 26% usa
Snapchat, il 9%
anche Facebook,

il social dei boomer.

Questi dati ci portano ad affermare che i nostri
figli e le nostre figlie sono gia predisposti a far
dipendere la loro autostima da parametri fittizi:
cosi facendo, coltiveranno I'apparire e meno
l'essere e perderanno la  possibilita  di
(imparare o) sbagliare. Il senso  di
inadeguatezza sard cosfante, la paura del
fallimento pure.

Ma il fallimento arriverd comunque e se non
sapranno accettarlo, come si rialzeranno?
Facciamo capire loro che se online il fallimento
& tabu, nella vita reale & un evento inevitabile,
una parte naturale del percorso.




Si sa che "i rischi li corre chi si espone”, ma se
siamo  nell'epoca  della  sovraesposizione
mediatica, come la mettiamo?

La mettiamo che i nostri figli e le nostre figlie sui
social diventano  bersaglio di aggressivita,
violenza, offese, insulti e minacce. Combattono
disarmati una guerra in un mondo pensato per
gli adulti. Difatti,

il 25% ha dichiarato
di aver subito atti

di bullismo

o di cyberbullismo.

Un dafo preoccupante, che ci deve mettere
subito in allarme.

Il cyberbullismo & il bullismo vecchio stile. Un po’
piv facile, direffo e veloce. Perché colpisce,
senza il bisogno di colpire dawvero.

le vittime sono sempre le sfesse: persone
"diverse”, per aspetto fisico, carattere,
orientamento sessuale.

Anche il meccanismo & uguale: l'offesa parte, si
propaga, gira nella refe e raggiunge un vasto
pubblico; quest'ultimo funge da spettatore che
manifesta consenso o sceglie di praficare |l
silenzio, alimentando in entrambi i modi le
continue aggressioni a danno della vittima.

la vittima, d'altro canto, non parla. Prova
vergogna e spesso non frova nell'adulto di
riferimento la persona a cui chiedere aiuto e
supporto.

Ahinoi, la rappresentazione online di s¢ & per
I'adolescente, ma ormai anche per l'infante,
parfe integrante della sua identits. Se viene
colpita nella fase piv delicata della sua
esistenza, puo arrivare a un punto di non ritorno.
Cosa fare, quindie Mantenere alto il parental
control. Accogliere i bisogni inespressi e le
richieste di attenzione velalamente dette.
Educare a conoscere le emozioni e «
esprimerle. Essere empatici, senza essere
invadenti. Pit semplicemente, esserci.
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SI TRATTA DAVVERO DI

PARLARE LA
STESSA
LINGUA?

Nessuno ci ha formato sull'uso consapevole degli strumenti " 52% non hq mqi

digitali e della rete con cui ogni giorno passiomo una

bella feffa del nostro tempo. Ma sfiamo provando a SenfifO pquqre di

colmare questa lacuna?

Partiamo d to: scordiamoci il “si st i I
armamo . a un OSSUn.O scoraiamaoct I sl SOYO meglio educqzlone

quando si stava peggio”, perché non & pensabile tornare

ndiefro. - | digitale:

Internet esiste ed & un posto bellissimo, se sappiamo come . ‘ o
questo evidenzia la necessita di instaurare

abitarlo. Tl _ oo e adul
Ma, se siamo ancora autodidatti digitali, come mai, in un dialogo continuo fra giovani & aculf

os,senzodiunoguidooduho, " 4]% Chiede di
o [ ] [ ] (]
1’82% dei bambini e oarlare ancora di

delle bambine si dichiara educazione

consapevo.le.ch o digitale in genere:
conoscere | I‘ISChI dl forse perché abbiamo parlato la stessa

lingua, rimanendo curiosi e non giudicanti.

Internet? Per dirla ancora meglio, siamo entrati in

connessione.

Gioca un ruolo importante l'esperienza:  acquisire
informazioni direftamente sul campo li porta a sviluppare
una comprensione autonoma dei pericoli associafi a
Internet.

Hanno una percezione giusta del pericolo? Spesso, non
segnalano comportamenti rischiosi online, convinti che non
abbiano conseguenze.

D'altronde, se un adulto, definibile come un 'boomer, si
rifivia di stare sul pezzo, come pud pretendere di
j a che per primo non conosce?

Ma la connessione non basta se non
diventa relazione: serve tempo, presenza e
volonta di costruire insieme un lessico
condiviso, in cui il digitale & un terreno
comune su cui confrontarsi.
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S IAMO Il 94% ha reputato

utile l'incontro e il

S U I_I_A 97% ha chiesto di

ripeterlo.

Se i dati parlano, allora ci stanno dicendo di
non fermarci. Le famiglie, le scuole, gli educatori

non possono essere lasciati soli nel gestire quella

g che si configura come l'emergenza del secolo.

SafeNet c'¢ ed & nato per questo. Se credi in
® questa battaglia, sostienilo.

|.'8 5 /°

dei minori salentini
possiede un cellulare

gia a 11 anni,

1 13%

lo usa da quando

- 84%
di bambin*

trai 6 e gli 11 anni ha
gia un account social




Il

ha dichiarato di aver
subito

atti di bullismo

o cyberbullismo

Parlare ancora di bullismo
e cyberbullismo
e un bisogno espresso dal

45%

Al
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1

non ha mai sentito
parlare di
educazione digitale

Parlare ancora
di educazione digitale
in genere: I’ha chiesto il

41%
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LI

si dichiara
onsapevglé di

conoscere i rischi

di Internet
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il
ha reputato utile I'incontro
eil

O7%

ha chiesto di ripeterlo




